
Secure email gateways are no longer sufficient to defend against today’s sophisticated  
social-engineering attacks. These attacks bypass traditional security and end up costing 
organizations time, money, and brand equity.

Barracuda Email Protection is the most effective solution to prevent targeted social-engineering 
attacks. Its multi-layered approach combines a secure email gateway, AI-powered fraud 
protection, and advanced security awareness training. This results in comprehensive protection 
against business email compromise, account takeover, and CEO fraud.

The Barracuda Advantage
• Complete multi-level defense that combines 

AI-based email security, compliance, business 
continuity, and user security training   

• AI learns your communication patterns to 
detect personalized fraud in real time

• Unique API-based architecture stops threats inside 
your mailbox that traditional gateways cannot

• Barracuda Global Threat Network leverages threat information 
from millions of collection points to optimize detection

Product Spotlight
• API-based architecture provides direct connectivity to Office 365 
• AI-powered solution for real-time protection against 

social engineering attacks and account takeover
• Brand protection using DMARC reporting and enforcement 
• Tamper-proof email archiving for compliance and e-discovery 
• Personalized user email security awareness training and simulation 
• Simple setup and management, with zero 

impact on network performance 
• Free email threat vulnerability assessment scans for 

social engineering attacks in employee mailboxes

Comprehensive Security Against Advanced Email-Borne Threats
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O�ce 365 | Exchange

All-In-One Cloud-Based Email Security, Backup, Archiving 
and eDiscovery for O�ce 365 and Microsoft Exchange.

Arti�cial intelligence for real-time protection against spear 
phishing, account takeover and Business Email Compromise.

Fight phishing with continuous training and simulation
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C34J791WTN
Display Screen Size 34.0"

Active Display Size (H x V) 797.22 x 333.72mm
Aspect Ratio 21:9
Panel Type VA, Curved 1500R
Brightness (Typical / Min) 300 nits / 250 nits
Contrast Ratio Static 3000:1 (Typ), 2400:1 (Min)
Dynamic Contrast Ratio Mega ∞
Resolution 3440 x 1440
Response Time 4ms
Viewing Angle (H / V) 178° (H) / 178° (V)
Quantum Dot Color (QLED) Yes
Color Support 1.07B
Color Gamut (NTSC 1976) 88%
sRGB Coverage (Typical / Min) 125% / 120%
Adobe RGB Coverage 92%
Refresh Rate 100Hz

Features Features Eye Saver Mode, Flicker Free, Picture-In-Picture, Picture-By-Picture, Game Mode, Image Size, AMD FreeSync, Samsung MagicBright, Samsung MagicUpscale, Easy Setting Box, 
Windows 10 Certification, Smart Eco Saving, Daisy Chain (TBT)

Interface DisplayPort 1.2a 1
HDMI 2.0 1
Speaker Yes
Thunderbolt 3 2 (85W/15W)
USB Hub 2.0 1 Up, 3 Down

Operating 
Conditions

Temperature 50˚ – 104˚F (10 – 40°C)
Humidity 10 - 80% (Non-Condensing)

Calibration Factory Tuning Yes
Design Color White / Silver

Stand Type HAS, No Pivot
Height 100.0 ± 5.0mm
Tilt -14.0˚ (± 4.0˚) ~ +22.0˚ (± 4.0˚) (Max), -2.0˚ (± 4.0˚) ~ +34.0˚ (± 4.0˚) (Min)
Wall Mount Yes

Accessories USB Type-C Cable (C to C) Yes, vTBT3 (20G)
HDMI Cable Yes, 1.5m
Power Cable Yes, 1.5m
Quick Setup Guide Yes

Power Power Supply AC 100~240VAC (±10.0%)
Power Consumption (Max) 180W
Power Consumption (DPMS) < 0.5 W (HDMI/DP Input Condition)
Power Consumption (Off Mode) < 0.3 W
Type External Adaptor

Dimensions Set Dimension with Stand (W x H x D) 31.8" x 20.3" x 12.2"
Set Dimension without Stand (W x H x D) 31.8" x 14.3" x 6.6"
Package Dimension (W x H x D) 35.3" x 23.2" x 14.6"

Weight Set Weight with Stand 16.8 lbs
Set Weight without Stand 13.4 lbs
Package Weight 29.9 lbs

Warranty Warranty 1 Year

Connectivity

1. DC24V

2. HDMI In

3. DP In

4. Thunderbolt 3

5. Thunderbolt 3

6. Service

7. Headphone

8. USB - 1

9. USB - 2
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Barracuda Essentials
  Cloud backup, Email Continuity

Barracuda PhishLine
   Phishing Simulation and training
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Barracuda Sentinel
  AI for social engineering, DMARC reporting, 
    Account takeover protection

Barracuda Essentials
  Inbound/outbound security, 
    Encryption & DLP, Archiving
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Protect Your Business from Targeted Email Attacks 
Modern attacks are rapidly growing in volume and sophistication. With 
91 percent of hacks starting with a targeted email attack, you need a 
solution that is able to detect and prevent attacks before they cause harm.

Barracuda Essentials is a cloud-based security solution designed to 
protect against spam, phishing, malware, ransomware, and other targeted 
email threats. Essentials combines heuristic, behavioral, and sandboxing 
technologies to detect advanced, zero-day attacks.

Prevent Account Takeover and 
Social Engineering Attacks
Socially engineered spear-phishing attacks are growing fast, with total 
losses estimated at more than $5 billion. These highly targeted attacks 
are designed to impersonate a trusted third party to trick employees into 
disclosing valuable information or transferring funds directly to hackers. 

Barracuda Sentinel is a leading AI solution for real-time defense against 
socially engineered attacks, account takeover, and other cyber fraud. It 
uses artificial intelligence to learn each user’s unique communication 
pattern, to identify malicious intent and flag fraud attempts.

Transform Users from a Vulnerability 
into a Robust Defensive Layer
Some attacks will get by your security and land in users’ inboxes. What 
happens next depends on how well trained and aware the targeted user is. 

Barracuda PhishLine transforms users from potential attack vectors into a 
powerful layer of defense. Customized simulations test and train users to 
recognize social engineering attacks. Content is updated daily to reflect 
the most recent threats.

Build Resiliency and Mitigate Compliance Risk
You need data protection that boosts resiliency, minimizes downtime, 
and simplifies recovery from ransomware and accidental data loss. 

Barracuda Essentials ensures compliance and business continuity with 
advanced archiving and backup services, protecting against accidental or 
malicious deletion of emails and data.
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Call an Account Manager today for more information. 
1.800.800.0019  J  www.connection.com/barracuda-ps C930264 0819

http://www.connection.com/ps

